
On December 20, 2018, the Cybersecurity and Infrastructure 
Security Agency (CISA) announced that malicious actors working 
on behalf of the Chinese government have been carrying out a 
campaign of cyber attacks targeting managed service providers 
(MSPs). Victims of these attacks have suffered from the loss of 
sensitive or proprietary information, as well as service disruptions, 
financial loss, and reputational harm. Organizations of all sizes, 
from all sectors, are still at risk for similar attacks in the future.

Join CISA for a series of virtual Awareness Briefings to review the 
background of this threat, as well as our recommended steps 
MSPs and their customers can take to protect themselves from 
future attacks. Previously posted information on this threat can be 
found here: www.us-cert.gov/China.

Access additional cybersecurity resources:  
https://www.us-cert.gov/
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Webinars will be held from 
1:00PM-2:00PM ET:
• February 6, 2019
• February 22, 2019

Webinar Details:  
https://www.us-cert.gov/event/
chinese-cyber-activity    

Audio is available via dial-in only. 

Registration is limited, so please 
register early to guarantee your spot.
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